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Authenticity: Unlike paper docs or certificates, Verifiable Credentials can 

not be forged, transferred. 

Electronically Verifiable: Being able to digitally verify immunity would 

reduce costs and workload, making it cheap and easy to issue and verify 

proof of immunity.

Privacy: Workers maintain full control and ownership of their test result 

and immunity credential, preserving privacy while providing cryptographic 

proof of authenticity.



Share Remotely: Verifiable Credentials can be easily shared remotely 

without the need for in-person verification or physically transferring 

documents, which poses an infection risk. Workers can share their 

immunity credentials online directly with employers or through job 

marketplaces.

Portability: An open-source Verifiable Credential standard would be 

interoperable between decentralized identity wallets. A number of 

members of the Decentralized Identity Foundation (DIF), including Bloom, 

are currently working on a standard and framework.



Background

Founded out of Stanford University

Previously founded successful identity verification company currently 

powering BBVA, Coinbase, and more

Fmr. Chief Scientist of Experian Consumer & Advisors include Victor 

Nichols, former CEO of Experian North America

Founded in 2017, 1 Million+ people have created self sovereign identities with Bloom. 

With 15+ data partnerships and IDs in almost every country, Bloom is the only live 

deployed end-to-end infrastructure covering DID creation, VC issuance, scaling, 

selective sharing, data partnerships, decentralized design, and real-world integrations 

critical to success in a live environment.



Source: United States Government (NIST): A Taxonomic Approach to Understanding Emerging Blockchain 

Identity Management Systems. 

United States Government: In 2020, the US Government's National 

Institute of Standards (NIST) published A Taxonomic Approach to 

Understanding Emerging Blockchain Identity Management Systems. 

Bloom’s cryptographic solution for selectively and securely sharing 

elements was cited as the standard forward-looking solution for identity 

verification and credential management.

Foundation & Consortiums: Bloom also sets the interoperable 

standards and leads core working groups for the Ethereum Foundation, 

Decentralized Identity Foundation, among others.

https://nvlpubs.nist.gov/nistpubs/CSWP/NIST.CSWP.01142020.pdf
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Privacy and Security, 
through Technology

• The Future of Travel as 

seamless and secure

• The Rights of Travelers to 

control their own data

• The Role of Government to 

validate, test, and protect

• An Industry-Specific Note on 

Privacy: Security v. Surveillance



The Future of Travel as Seamless 
and Secure

• Seamlessness as a Vision

• Reduced Contact

• Data Integration Enhances Both Security and Facilitation

• Biometrics as a Backbone

• Advancing the Three Goals of Aviation

• Safety and Security

• Efficiency

• Passenger Experience



The Rights of Travelers to 
control their own data

• The Future of Data 

• Self-Sovereign

• Protected

• Zero-Knowledge Proof

The Role of Government 

• Central Authority is Requisite in Aviation

• Governments Do Not Have Rights to Pattern-of-

Life Data, but…

• They Do Have a Responsibility to Protect, and…

• Verifying Identity, Particularly When Crossing 

Borders, is Requisite to Protection



An Industry-Specific Note 
Security v. Surveillance

• Biometrics: Verifying Identity vs. Locating, 

Tracking, or Surveilling 




