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Florida Blockchain Foundation + Miami Dade Beacon Council
+ Government Blockchain Association
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PORT • AIRPORT • RAIL

GOVERNMENT AGENCIES  
CBP • DHS • SANITARY...

Shippers
USA, LATAM, ASIA, EUROPE

Carriers
air, sea, land

Freight Forwarders
3PL, Grouping, last mile
Service providers S

T
A

K
E

H
O

L
D

E
R

S

E: Silvio@logoscapital.io



Business Case: Multimodal Miami

E: Silvio@logoscapital.io



Tracking a Shipping Container
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Consensus: Group decision-making process for all
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Many people ask if the Government Blockchain Association (GBA) is just a theory or is it even possible?

Traditional Association Governance The GBA has established a set of GBA Bylaws that are designed to 

make the GBA a member-driven organization. GBA is led on a day-to-day basis by operation staff, but is 

under the oversight of a Board of Directors. 

Distributed Autonomous Governance  The GBA Working Group are beginning the journey towards 

distributed autonomous governance as a proof of concept. If it can be proven at a GBA Working Group 

and GBA Chapter Level, we can consider implementing these concepts and principals at regional, 

national, and global levels in the association. 

GBA Governance - DAO Working Group The first working groups to explore the usage of these principles 

and models will be the GBA Governance Working Group. It is led by Max Gravitt, Founder of Digital 

Scarcity. 

“GAO” 
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Limited Liability Autonomous Organization 
(LAO)What is it? 

LAO will be set up as a limited liability entity, using curated smart contract to handle mechanics 

related to voting, funding, and allocation of collected funds. In order to comply with United 

States law, membership interest of the LAO will be limited and only available to parties that meet 

the definition of an accredited investor.  

How does it work? 

Interest in the LAO can be purchased through a public sale. Accredited investors, who satisfy 

necessary legal requirements, will only be permitted to participate in the sale. Investment decisions will 

be based on member voting, relying on smart contracts. Any member will have the right to nominate a 

startup to receive funding from the LAO. If 50% or more of LAO members that vote approve the 

proposal, the startup will automatically receive funding. 
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Sample Data Utilization Platform



Comparing “open” versus “closed” protocols





Blockchain and privacy protection

Private and public keys

Peer-to-peer network

Zero-knowledge proofs 

ZKP background

A key aspect of privacy in blockchains is the use of private and public keys. Blockchain systems 

use asymmetric cryptography to secure transactions between users.[7] In these systems, each 

user has a public and private key.[7] These keys are random strings of numbers and are 

cryptographically related. It is mathematically impossible for a user to guess another user's 

private key from their public key.[7]

https://en.wikipedia.org/wiki/Private_key
https://en.wikipedia.org/wiki/Public_key
https://en.wikipedia.org/wiki/Asymmetric_cryptography
https://en.wikipedia.org/wiki/Privacy_and_blockchain
https://en.wikipedia.org/wiki/Privacy_and_blockchain
https://en.wikipedia.org/wiki/Privacy_and_blockchain
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Legality of blockchain and privacy

GDPR: Because identities on a blockchain are associated with an individual's public and private keys, this may fall under the categ ory of 

personal data because public and private keys enable pseudonymity and are not necessarily connected to an identity.[14] A key part of the GDPR lies 

in a citizen's right to be forgotten, or data erasure.[14] The GDPR allows individuals to request that data associated with them to be erased if it is no 

longer relevant.[14] Due to the blockchain's nature of immutability, potential complications if an individual who made transactions on the blockch ain 

requests their data to be deleted exist.[14] Once a block is verified on the blockchain, it is impossible to delete it.[8]

Blockchain Alliance: Because virtual currencies and the blockchain's protection of identity has proved to be a hub for criminal 

purchases and activity, FBI and Justice Department created Blockchain Alliance.[13] This team aims to identify and enforce legal restrictions on the 

blockchain to combat criminal activities through open dialogue on a private-public forum.[13] This allows law enforcers to fight the illegal exploitation 

of the technology.[13] Examples of criminal activity on the blockchain include hacking cryptocurrency wallets and stealing funds.[2] Because user 

identities are not tied to public addresses, it is difficult to locate and identify criminals.[2]

Fair information practices Blockchain has been acknowledged as a way to solve fair information practices, a set of principles 

relating to privacy practices and concerns for users.[5] Blockchain transactions allow users to control their data through private and public keys, 

allowing them to own it.[5] Third-party intermediaries are not allowed to misuse and obtain data. [5] If personal data are stored on the blockchain, 

owners of such data can control when and how a third party can access it. In blockchains, ledgers automatically include an audit trail that ensures 

transactions are accurate.[5]
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Concerns regarding blockchain privacy

Transparency: Although many[who?] advocate for the adoption of blockchain technology because it allows users to control their 

own data and exclude third parties, some[who?] believe certain characteristics of this technology infringe on user privacy. [16] Because 

blockchains are decentralized and allow any node to access transactions, events and actions of users are transparent. [16] Sceptics[who?]

worry malicious users can trace public keys and addresses to specific users. If this was the case, a user's transaction histo ry would be 

accessible to anyone, resulting in what some[who?] consider to be a lack of privacy.[16]

Decentralization: Due to blockchain decentralized nature, a central authority is not checking for malicious users and attacks. [16]

Users might be able to hack the system anonymously and escape. [16] Because public blockchains are not controlled by a third party, a false 

transaction enacted by a hacker who has a user's private key cannot be stopped. [2] Because blockchain ledgers are shared and immutable, 

it is impossible to reverse a malicious transaction.[2]

Private Keys: Private keys provide a way to prove ownership and control of cryptocurrency. [2] If one has access to another's private 

key, one can access and spend these funds.[2] Because private keys are crucial to accessing and protecting assets on the blockchain, users 

must store them safely.[2] Storing the private key on a computer, flash drive or telephone can pose potential security risks if the device is 

stolen or hacked.[2] If such a device is lost, the user no longer have access to the cryptocurrency. [2] Storing it on physical media, such as a 

piece of paper, also leaves the private key vulnerable to loss, theft or damage. [2]v
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