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OVERVIEW 

Theodore Prince 

' " T ^ h i s session focuses on emerging technologies in the 
I areas of equipment identification, electronic com-
A merce, equipment monitoring and transfer infor

mation systems, data systems (both commercial and 
military), and the military's global transportation net
work. The broader issue to be considered is how technol
ogy in the intermodal world is improving productivity, 
substituting information for infrastructure—that is the 
real challenge. This reiterates what Ken Wykle of the Fed
eral Highway Administration (FHWA) talked about ear
lier, citing the great job we did investing in infrastructure 
in the 20th century and of the need in the 21st century to 
focus on better execution and improved productivity. 
Information technology is certainly a large part of that. In 
my view, however, when you think of how well the freight 
industry has done in this area, the failures outnumber the 
successes. For all the talk of leading edge technology, too 
often we succumb to "bleeding edge." We have spent the 
money, and the infrastructure productivity improvements 
have not really been achieved. 

FREIGHT IDENTIFICATION TECHNOLOGIES 

John Allen 

John Allen is Director of Intermodal Operations, Ameri
cas Region, for American President Lines, Ltd. (APL). 

Domiciled in Oakland, California, his responsibilities 
are the business process design relating to truck and rail 
operations for North and South America. Before joining 
APL, Allen was the manager of E-Business Solutions 
at Velocity, and before that he spent 11 years at Sea-
Land, beginning in the company's management training 
programs and advancing over the years to Regional Man
ager for the Southeast and then to Equipment Manage
ment. He was at SeaLand when the company began to 
experiment with global process ownership, as opposed to 
the traditional geographic means of controlling equip
ment, and helped develop an organizational model to 
support that new business design. He is actively involved 
in many industry organizations such as ITS America. 

Ffreight identification technologies, specifically with-
I in the intermodal and steamship industry, are indeed 

bleeding edge. From a technology standpoint, we 
do not have a good infrastructure. We have not taken 
advantage of what exists in the market f rom a technology 
standpoint and we need to move forward. Ted is absolutely 
correct when he says that information management is the 
key to improving productivity within our organizations. 
The term freight identification technologies is a bit mis
leading in that my focus is very much asset based instead 
of freight based, because, as a steamship owner and oper
ator, I need to concentrate on the asset first. M y focus 
today is on describing some business situations in which 
device technology specifically can be applied as well as the 
rationale behind it. 

What are some of the options f rom a technology 
standpoint today? Where are we leaning? Where are we 
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with respect to use of these devices from a packaging 
standpoint, utilization, and ultimate integration into our 
operation.' I w i l l share some high-level results of some 
financial drills we have done that demonstrate the need 
to do this and the financial return associated wi th it. 
Where are we relative to working wi th device providers 
and other system providers in getting at this issue? I wi l l 
discuss an emerging model that may be a collaborative 
effort. I wi l l give a briefing on our involvement from the 
private sector standpoint and regarding an ongoing intel
ligent transportation system (ITS) venture. 

Initially, we looked at an international intermodal 
shipment and broke it down into about 10 core nodes 
and milestones. We needed to branch out and look glob
ally, because, f rom a commercial standpoint, what the 
customer desires and what the various operating infra
structures provide vary considerably. For example, in 
North America, there is a pretty extensive radio fre
quency identification (RFID) reader network to provide 
in-transit information for the rail moves. That does not 
exist anywhere else in the world. We needed to make sure 
as we scoped this issue to look at every possible scenario 
globally to ensure that our ultimate device technology 
solution met all our needs. 

We then looked into each of those core nodes to see 
what was going on. We broke it down into two basic 
processes. The first is the order-to-cash process, which is 
a listing out of each of the individual transactions—order 
to cash—that are occurring to either trigger the process 
or support the process of the shipment life cycle. The sec
ond process is what I call supply-to-disposition—where 
do I get the asset to support the cargo demands; how do 
I manage the physical transportation through its flow 
and the various nodes and events that occur; what do I 
need to capture and track from an information stand
point; and finally, what do I do with the box after I am 
done? How do I dispose of it? This is the process we spend 
most of our time looking at when it comes to identifying 
opportunities that may be supported or improved through 
device technology. 

Two basic parties are very interested in this informa
tion and I define them as commercial and operational. The 
commercial party is made up of two entities: (a) my cus
tomer, who has demands of me f rom an information 
standpoint, and {b) the internal sales and marketing peo
ple, who often put more pressure on me as an operator 
than my customers do. There are three core questions the 
commercial parties ask: Can I see f rom origin, f rom man
ufacturing, and from sourcing locations what my orders 
are and what I have coming to me, and how effectively 
can I package that together to have an understanding of 
what is coming at me? The second question is: While it 
is moving, can I operationally manage it effectively 
enough so that I can be proactive, can react very quickly 
to customer requests, and make the necessary execution 

decisions that they are requesting? The third question is 
at the destination end: Now I have my cargo and need to 
move on to distribution, can I have access and visibility 
to the single cargo unit (SKU) data and line item data? 

If you look at the dot.coms of the world and at 
the technology enterprises, they are really focussing on 
Questions 1 and 3. They are trying to be the end-all and 
be-all visibility tool to all the customers, such as high
tech goods, apparel people, and most of the consumer 
product goods-type entities. However, they are missing 
the boat on that middle question and I think they are 
underestimating the size and importance of it. I can get 
your order information, I can tell you where the SKU is, 
or what the SKU is, but I cannot circle back around and 
tell you where it is in an effective manner. Therefore, our 
focus as an enterprise is to really drill down into Ques
tion 2 so that I can be proactive and have the ultimate 
visibility of the transportation events that happen at each 
segment and each leg. 

Everybody in North America knows the issues we have 
with chassis. If you were to ask any operator what is their 
hit ratio on finding them, they would more than likely say 
that if they did a physical inventory today, they would not 
be able to find 5 to 7 percent of it. We understand that 
issue and it is one of the big focuses for device technology. 
However, a lot of people are ignoring the issue of con
tainers and saying, "You've got to be kidding me. You 
know where your container is. It is at a port, it is in a rail 
yard, it is at a container yard, it is at a customer's loca
tion." This gives rise to two fundamental issues that I wi l l 
illustrate with an example of a decent-sized steamship 
company. Let's say they have one million loads that col
lectively come in or go out of the lower 48 states. Statis
tics say the steamship line is responsible for delivering 
60 percent of those loads to the customer's location. That 
leaves 400,000 containers for which the customer is arrang
ing the trucking. The truck is going into Port Elizabeth and 
they are delivering to the customer's location. We do not 
have a clue where that container is going. We do not have 
a clue when it is empty until it actually returns. This means 
there are 400,000 instances in North America where I am 
underutilizing that asset. If I had visibility to where it was 
in the hinterland, could I make better decisions in my dis
patch matching? Could I make better decisions in my repo
sitioning? Could I save the customer more money? Could 
I make money with the trucker? Absolutely, and we need 
to get visibility to do that. 

The second piece is the 60 percent we are delivering to 
the customer. Again, the statistics are saying that, whether 
it be an empty spotting at the customer or a load being 
delivered to the customer's location, we are dropping 
about 50 percent of those there and coming back to get 
it later. Some fundamental questions arise: Is the cus
tomer using that box to run around the countryside to do 
domestic loads? Is the trucker doing the same thing? 
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Does a bear do his business in the woods? Absolutely. We 
need to get control of that data. We need to get control 
of our assets to improve the velocity through the system 
to reduce the number of assets that I need, and to improve 
my bottom line. Guess what? I am not getting any money 
f rom increased rates. I need to f ind a better way to 
operate. 

What are the options? Everyone knows that RFID 
AM-FM-type tags can give you location messages, cell 
technology in a Global Positioning System (GPS) fashion 
and, ultimately, GPS technology. The question is: Where 
is our head at? When you go back to the issue of geo
graphical differences f rom both a customer standpoint 
and an operating standpoint, we initially approached this 
problem saying we have to track everything. We have to 
put high-end GPS and sensor technology on all my con
tainers and all my chassis. As we begin looking at this 
and looking at the monetary value on the returns, the 
business needs, and so forth, we are coming down to an 
approach that says at the outset, let me put intelligent 
devices on my chassis assets in North America. The desire 
here is actually cell-based, because if you think of line-of-
sight issues for triangulation of a GPS and start going 
through urban areas, cell is your best bet. You are going 
to get more consistent reads and it is considerably 
cheaper. The desire is to get all the location information 
that you can as well as be able to give some semblance of 
motion—that is, motion detection to allow me to detect 
that I am hooked up to a truck or not hooked up and to 
get that distinction. A lot of people wi l l say the trucks are 
putting GPS technology in their cabs and everything else. 
Flowever, that does me no good, because a truck can 
become untethered from an asset and the truck could be 
down at the donut shop while my asset is sitting in a 
cornfield somewhere. I need to be able to track the asset. 

Let's now consider the container. The question is: Is 
there really a pressing need for this visibility? Consider the 
intermodal network in the United States, a very compli
cated intermodal network with more than 200 container 
yards. Most shipping lines have 50 to 80 container yards. 
Add on another 50 truck yards, your 13 to 15 port loca
tions, and another 500 to 700 customer pools. You have 
a very intricate network that you need to capture. Obvi
ously, RFID is a nonoption. To be able to set up that type 
of infrastructure, you need some type of positioning 
technology. Although Europe is getting more and more 
complex, the transits are shorter, there are fewer door 
deliveries to the customers, and it is primarily shorter 
transits—overnight-type rail transits. Demand for tracking 
from the customer is a lot less. What about a combination 
that the chassis device has location capability, whether it 
be GPS or cell—we say cell—and RFID capability? This 
enables me to capture the benefits of a fixed infrastructure 
with readers. In addition, when we place an RFID tag on 
the container, we can get an association message. 

The big issue in the marine ports is that when con
tainers come off the ships and are placed on a chassis, 
we are not getting an association at that time. We need 
to be able to capture the data so that we have an under
standing of whether the chassis is there, whether it is 
covered. This is especially important out in the rail 
route network where the rails do not really recognize 
steamship chassis, so they are floating in and out. The 
ability to create an association message between my 
chassis and my container now allows me to track that 
container and the trip plan associated to the customer. 
Now I have the benefits of cargo tracking wi th a simple 
RFID tag on the container. 

Holes certainly do remain. One of the biggest bene
fits of intelligent devices on a container is a message on 
the status of the container—specifically, is it empty or is 
it loaded? Another issue is when we take the container 
out to a customer, we drop it there, and we assume they 
are not abusing it and running it around the countryside. 
But, guess what? We cannot be sure. We are trying to 
solve problems with infrastructure, but we wi l l not spend 
any money on head counts; I do not have the people to 
pick up the phone every day to track these containers. 
In a low-margin business, you simply do not have the 
people to do that tracking. The ability to get a status 
update would be beneficial, but under this model, we 
would not get i t . The financial drills we have done sug
gest that, based on today's prices for these devices, it is 
not beneficial enough to move ahead wi th that decision 
right now. 

What we are considering and laid out as an industry 
standard is a GPS-based device that costs about $250. 
Cell can be done cheaper, but why not go for the whole 
kit-and-caboodle at the outset? The $250 device price 
includes sensor technology that operates tethered, 
untethered, and in motion—a $14.00 RFID tag for the 
container plus installation costs, recurring maintenance, 
activation fees, and every other associated cost including 
$12.00 a month for the GPS-based device transmission 
charges, which are at the high end. Spread that over a 
5-year time period and we project, based on the benefits 
we perceive f rom the information, we wi l l get a 176 per
cent internal rate of return with a payback, assuming a 
quick ramp up, of just over 1 year. It should also be noted 
that this assumes no labor savings at any facility, just 
purely operational and fleet reduction savings. 

It also assumes that the steamship lines and operators 
have some backroom office functionality to do some
thing with these data. Can I accept that into my systems 
and can I produce some decisions report out of the data? 
It is a leap of faith and there is some investment that has 
to go along with that but, based on the return, we think 
it is a viable solution. We look at spending multimillions 
of dollars on ships, and the only thing that adding ships 
into the network does is drive rates down. We are trying 
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to posture to convince companies to go in this direction. 
I t is a tough sell because it is a big leap of faith; however, 
we firmly stand behind the application and use of it. 

Where are we today? We have saddled up with several 
vendors in the network and have done a lot of lab test
ing. We have legitimately proven the RFID and cellurgy 
positioning system device association in the field. We 
have run them around the countryside and gotten good 
data. We are still having an issue wi th field testing; we 
have not done enough to convince everyone we need to 
move forward fast and furious. I want to see a trailer-on-
flatcar move on a train, get moved across country. I want 
to see a truck bang into the side of i t . I want to see the 
device stand up to being stacked in a marine yard. I want 
to have it battle tested. As of this week, APL has put 10 
of these types of devices on chassis, based in Phoenix, 
and is going to start letting them roll around the coun
tryside; the field testing is just beginning. 

Another issue we have to address is that we are deal
ing wi th some small players—start-ups who are working 
with the Motorolas of the world to get their technology 
but are packaging it together themselves. I see the big 
players taking a standoffish approach to things and not 
getting into it wholeheartedly. Players we are dealing 
with appear to be fixated on the information cell, spend
ing 90 percent of their time trying to build applications 
to do something with the data instead of getting me a 
device that wi l l produce the data. We are trying to shift 
around that mindset. 

This has led us to a three-pronged approach, where 
there are multiple sources of data that can come in. It can 
be rail electronic data interchange (EDI). It can be marine 
yard EDI. It can be coming f rom a container yard. It can 
be coming f rom a customer. It can be coming from a cell-
based device. People in the field right now are starting to 
specialize in being that acquisition and capture entity. 
There are also people out there trying to posture them
selves as the industry database. They want to be the 
warehouse for the cargo information and for the asset 
information, and they want to be the one-stop conduit to 
which companies can attach themselves. I liken it to a 
Standard & Poor's-type model that wants to be every
thing and anything to everybody. Unfortunately, that can 
produce a mediocre solution. I want to create an envi
ronment that, with an open architecture, allows some
body to package together the best-of-breed suite of 
applications to fit my needs. We are actively working with 
several providers to create such a consortium. If the right 
people come together to do this, we believe they w i l l get 
the critical mass to move it forward. 

I would like to talk briefly about the intermodal 
freight technology working group from the private sec
tor standpoint. This group, sponsored by ITS America, 
started up a little over a year and a half ago and pulled 
together private and public sector people to improve 

information visibility in the intermodal environment. 
The group has been very focused on device technology. 
We have sent requests for proposals to device providers 
and those with whom we are working. We are somewhat 
disappointed in the progress the device providers are 
making, so we are expanding our scope to try and pull in 
other players not only f rom a device standpoint but also 
f rom an operational standpoint. We have representation 
f rom truck, rail, and steamship sectors, and we are look
ing at the third-party logisticians (3PLs) to come in as 
well. We are looking at shippers to come in and expand 
the horizons and get some momentum on this. We have 
started to organize field testing in various locations, wi th 
the support of port authorities and other government 
agencies. It has been a good effort, because it has been 
able to rally resources, and we hope it w i l l take us to the 
next stage. Thank you for your time. 

I T S APPLICATIONS TO INTERMODAL FREIGHT 

Gary Maring 

Gary Maring is Director of the Office of Freight Man
agement and Operations at FHWA. This is part of the 
new freight office that was created as a result of the 
recent FHWA reorganization. The mission of that office 
includes a broad program of intermodal freight activi
ties covering policy analysis, institutional development, 
infrastructure assessment, financing, planning operations 
and safety, technology to promote efficient and seamless 
flows, and the whole role of intermodal connectors both 
within the United States and at the borders. Before his 
current position, Maring was in the Office of Highway 
Information Management and the Office of the Secretary 
of Policy Development. Before joining FHWA, he held 
various positions as a highway engineer and community 
planner. 

' I 'he earlier presentations by Ken Wykle and Chris-
I tine Johnson set the stage for what I wi l l discuss 

.M~ today. They talked about the 20th century being 
focused on completing the physical transportation infra
structure and the 21st century being focused on providing 
the infostructure, the information structure for intermodal 
freight and logistics. 

The key question is, what is the role of the government 
in the information highway, the information structure 
needed for efficient freight and logistics? Only recently 
has the government begun to see that it has a role in this 
area. In 1996 the first effort was made to convene the pri
vate sector players to talk about the role of the public sec
tor in creating an architecture for the information era; 
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the response was a real cold shoulder f rom the private 
sector. However, in 1998 at the Conference on Inter-
modal Freight Technology in Reston, Virginia, there 
were a number of suggestions that perhaps the public 
sector did have something to offer in this area. Some 
modest efforts got under way as a result of that confer
ence, including establishment of the Intermodal Freight 
Technology Working Group. Currently, there is a $1 mil
lion program within the U.S. Department of Transporta
tion (DOT) ITS budget—a small, but important, part of 
the overall ITS program. 

As mentioned in earlier presentations, there is a new 
freight office within FHWA. In both the U.S. DOT strate
gic plan and the FHWA strategic plan, there is a focus on 
advancing U.S. economic growth and competitiveness 
through efficient and flexible transportation. This new 
freight office focuses on FHWA's strategic goal of pro
ductivity and the U.S. DOT goal of economic growth and 
trade. Our first task was to create a road map of where 
we want to go in the intermodal freight arena. After 
reviewing the literature and talking with stakeholders in 
the government and the private sector, the critical issues 
break down into four main categories: institutional, infra
structure, operations and safety, and regulatory. 

I wi l l talk first about the operations and safety area, 
because our focus is primarily on how to better operate 
the system and bring technology to bear on that. There 
are four initiatives under way: 

• The first initiative—the Intermodal Freight Technol
ogy Working Group (IFTWG)—is aimed at furthering 
cooperation between the public and private sectors. The 
mission of the group is to look for opportunities to apply 
ITS technology to improve freight and equipment visibil
ity throughout the global intermodal logistics chains, 
which admittedly is quite a challenge. To make any 
improvements in the intermodal freight logistics process 
from the information technology side, the process must 
be understood from end to end. The IFTWG has identi
fied as many as 40 different individual movements a con
tainer potentially goes through in its move from origin to 
destination in an international transaction—the various 
modes, handling, and facilities involved. The challenge 
is how to deal wi th the physical tracking and also the 
information flows and the handoffs f rom each segment 
to the next. It is a huge challenge. The focus is on three 
main areas: 

- The intermodal business process mapping is 
looking at the end-to-end process, mapping the infor
mation flows, beginning to analyze the opportunities 
for technology to improve that process. 

- Through ITS America, IFTWG is helping develop 
user-defined requirements, some common require
ments across the modes, and putting out solicitations 
to allow vendors to tell us what they have to offer in 

terms of providing the technology to improve the 
process, whether it is on the equipment tracking side 
or the information side. 

- The IFTWG is also sponsoring technology demon
strations, one of which John talked about earlier: the 
chassis tracking project. Another is the information 
highway demonstration, which would display all the 
different information as cargo flows from one segment 
of the intermodal process to another—the various 
handoffs between players in the intermodal system, the 
mixing and matching of the data requirements, differ
ent data standards, definitions, and the various systems 
this information has to flow across. It is a huge chal
lenge to address and bring technology to bear on that 
process. This effort would define potential highway 
information demonstration scenarios, address potential 
standards issues on data as well as the fears that some 
people have about the federal government playing a 
role in defining an information architecture, which has 
yet to evolve. There is a Transportation Equity Act for 
the 21st Century (TEA-21) earmark project to try to 
create a logistics information architecture, with the 
data being acquired from a number of sources and var
ious technologies (GPS, RFID, and so forth) and then 
consolidated as it comes in from the various sources. 
There wil l also be a data distribution architecture to get 
the information back out to manufacturers, shippers, 
asset owners, 3PLs, or whoever else needs to have 
the information—an information architecture for the 
future. 
• The second area involves the intermodal freight 

operational test U.S. DOT is sponsoring. The objective is 
to bring together a few partnerships to demonstrate tech
nologies out there that are of benefit to both the public 
and private sectors. The benefits to the private sector 
include improving on-time performance for the industry, 
and on the public side they include helping learn how to 
deal with highway congestion, port congestion, and con
gestion throughout the intermodal system. It also involves 
working with the rest of the ITS program, which is cre
ating architecture and a framework for dealing with the 
public side, managing congestion, and the information 
that needs to flow to do that. FHWA put out a solicita
tion in spring 1999, received a number of proposals, and 
funded two operational tests. 

- One test resulted f rom an innovative proposal on 
highway to air cargo, submitted by the ATA Founda
tion. There had been some effort through the Federal 
Aviation Administration to test smartcards for security 
at airports and this project piggybacks on that work. 
As somebody mentioned earlier, the future of air cargo 
is on the ground, so it is not surprising that a trucking 
foundation is sponsoring this. The ATA Foundation is 
working with the state and federal agencies, freight 
forwarders, and shippers and carriers basically to look 
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at an end-to-end process using a smartcard, including 
electronic manifests on the smartcard, and using a 
biometric identifier to identify drivers as they arrive at 
the air cargo terminal. The idea is to expedite trans
fers of freight all the way from the manufacturer to the 
receiver at two test locations: Chicago O'Hare and 
Newark International airports. 

- The second test is a port to highway cargo move
ment in Washington State. In an earlier session, there 
was a presentation on the FAST corridor and other 
things being done in the Pacific Northwest. This 
operational test wi l l complement those initiatives 
and w i l l include participation f rom the state, the 
metropolitan planning organization, the ports, the 
trucking association, SeaLand, and others in the pri
vate sector. The project w i l l involve attaching elec
tronic cargo container seals to improve mobility, 
visibility through the port, and along the 1-5 corridor 
to the destinations—whether it is domestic or across 
the northern border—and wi l l test integration wi th 
some of the other ITS projects. Importantly, there are 
some public side benefits; we wi l l be collecting freight 
movement data as the containers move through the 
system, getting movement for the planning process 
for the freight planning in the metropolitan area and 
for the state. 
• The third area is the international border clearance 

program, an effort to bring technology to bear on facili
tating clearance across international borders, wi th a 
focus on the land borders. Some of the funding for this 
initiative has also come f rom the ITS program. Most of 
you are familiar with the transportation challenges at the 
borders, the customs and immigration processes, the l im
ited available resources, and the weaknesses in the phys
ical infrastructure. There continue to be struggles with 
the U.S. Treasury Department and the U.S. Customs 
Department in implementing a new trade processing 
system. U.S. D O T is working with other federal agen
cies to implement an automated clearance process at the 
border—one-stop or nonstop processing for compliant 
commercial vehicles and cargoes at the border, the abil
ity to target limited resources on noncompliant commer
cial vehicles and drivers, and improved coordination 
among all the federal agency interests to expedite cargo 
clearance at the border. 

It is an institutional nightmare at the border, with an 
array of stakeholders involved. In addition to the federal 
agencies, there are international partners and private 
industry partners. Over 100 federal agencies have an inter
est in what happens at the border, either directly control
ling it or requiring information about a border crossing. 
For example, efforts to develop common elements for the 
international trade data system (ITDS) require agreement 
from 104 agencies—quite a challenge. We are trying to 
determine whether ITS technology can be applied to and 

benefit this whole process. At least seven sites have ITS 
dedicated short-range communication technology readers 
at border sites on the northern and southern borders 
installed either through the U.S. DOT program or through 
other federal or state programs. 

The architecture concept of the border clearance pro
gram is that, as international cargo moves across a bor
der, it w i l l have information identifiers relating to the 
cargo, the vehicle, and the driver that can be read elec
tronically to meet the documentation requirements of 
U.S. Customs and other agencies. This information could 
be preprocessed by U.S. Customs and also through the 
U.S. D O T safety information system and other related 
information systems. As a truck equipped with the elec
tronic tag comes to the border, the information is read 
and w i l l have been preprocessed, enabling the customs 
agent to access on a screen both trade processing data 
and U.S. D O T safety information. Based on the result, 
the truck can be given the green or red light at that 
point at the border. An agreement was signed with the 
U.S. Customs Department in fal l 1999 to develop a joint 
prototype that brings together the customs' National Cus
toms Automation Program (NCAP) system and the 
U.S. D O T safety clearance system. The problem is that 
customs recently issued a federal notice, saying that 
NCAP would have to be shut down because of lack of 
funding. This puts our efforts up in the air, because of 
the uncertain future of customs' new generation of the 
automated commercial environment system and the 
ITDS. 

• The fourth item relates to efforts to bring together 
federal investments to begin to address multistate trade 
corridors and the border processes. The traditional pro
grams did not appear to be doing the job in terms of deal
ing with multistate corridors and regions and with the 
border processes; hence TEA-21 included a provision for 
a borders and corridors program. U.S. D O T was over
whelmed with applications—$2.2 billion in applications, 
with only $123 million available—so only partial fund
ing could be provided for a number of projects. Ten of 
those funded were ITS projects. This program wi l l be the 
main deployment program for further corridor and bor
der activity. Earlier I described research testing through 
the ITS program and efforts to develop a prototype sys
tem for ITS; actual deployment would be through this 
program or whatever the next generation of that is in the 
next reauthorization bill. In the fiscal year 2000 solicita
tion, additional emphasis was placed on getting more focus 
on the integrated trade transportation processing systems, 
multistate institutional freight planning, and the opera
tional strategies such as ITS. For the current year, about 
$2.0 billion worth of proposals have been submitted for 
about the same amount of money ($122 million). How
ever, congress earmarked $70 million of the $122 million, 
so there is really only $50 million of discretionary money 
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available for the $2.0 billion worth of applications 
received. 

Although these four initiatives come under the opera
tions and safety area of our freight program, I also want 
to mention efforts in other areas. One item is the analysis 
decision framework, including an effort to better under
stand North American trade. This wi l l involve mapping 
North American trade flows, based on the Bureau of 
Transportation Statistics commodity flow survey, port 
import-export reporting system data, various private sec
tor data sources, and doing some forecasts of North 
American trade flows, wi th the goal of better under
standing impacts on the capacity of the intermodal freight 
system. Also under way are some simulation modeling 
efforts at the border and other gateways to better under
stand the operations of the borders and gateways and 
how technology can be brought to bear to improve those 
operations. 

What is the outlook for short-term improvements in 
funding programs, in planning, and in technology appli
cations? A lot depends on reauthorization of the surface 
transportation program, which is likely to be drafted by 
2002. Hopefully, our efforts today to test, analyze, and 
better understand the intermodal freight system w i l l set 
the stage for us to make reauthorization recommen
dations, whether it is on the infrastructure funding 
programs, in planning and coordination, in institution 
building, or in the technology area. This is the strategy laid 
out at FHWA as we work with partners within U.S. DOT, 
other federal agencies, and the private sector. Thank you 
very much. 

GLOBAL TRANSPORTATION NETWORK 

Lt. Col. Kenneth Wavering 

Lt. Col. Kenneth Wavering is Program Director for the 
Global Transportation Network Program Management 
Office within the headquarters of the United States 
Transportation Command (USTRANSCOM) at Scott 
Air Force Base. The global transportation network 
(GTN) provides the in-transit visibility for the defense 
transportation system at times of peace and war. He 
served as the project manager for four separate projects 
before accepting this position last August. Col. Wavering 
earned a B.S. in engineering from the U.S. Air Force 
Academy and an M.A. in management from Troy State 
University. His professional military education includes 
the Army War College, Air War College, Air Command 
and Staff and Squadron Officer's School. Col. Wavering 
is a command pilot with more than 3,000 hours as an 
airlift and helicopter pilot. 

' T T ^ ' h e G T N is an unusual animal and somewhat 
I different f rom what my fellow panelists have pre-

JL sented. I w i l l introduce the term "virtual inter-
modalism," which brings together elements from unlike 
systems and generates information that is useful and 
meaningful to the military. I wi l l discuss how G T N looks 
at intermodal systems; what the military may be doing in 
the future, especially through direct vendor delivery; and 
what industry can do to help. 

Currently, the information that goes into the GTN is 
f rom uncoordinated feeder systems. This means we have 
an Army system, an Air Force system, a Navy system, 
and a Marine system. We have ship scheduling, trucking 
schedules, commercial information, and so forth. Al l that 
comes together into G T N so that people can analyze it 
and make decisions based on the information being pro
vided. How do we do that? We bring in information 
f rom within the Department of Defense (DOD) through 
automated systems that each of the services has as well 
as f rom each of the companies that support military 
transportation requirements. Our primary function is to 
provide in-transit visibility (ITV), but we are also able to 
get command and control information. By bringing the 
two together, decision makers have the opportunity to 
better interact to determine where they are going and 
what they are doing in making both the war-time and 
peace-time efforts work effectively. 

USTRANSCOM's transportation assets come from the 
various services as well as from the commercial sector. For 
example, on the air side, we not only have to know how 
the airplanes move but also how the cargo moves and 
how the passengers move and the deployment systems tie 
into GTN. On the water side, we have to know how we 
bring it in, how the cargo goes on the ships, how it is 
scheduled, and how all the ships are scheduled. We have 
radio frequency tag information (RFID), an Army system 
that brings together information on where things are. We 
also bring in continental United States freight manage
ment and all the commercial information that shows how 
our feeder systems come together. Al l this information is 
put together and then results are generated by a sensitive 
but unclassified method. We also have a classified infor
mation cell that provides secret information that is guarded 
from the unclassified side and used in war-time operations 
and exercises. 

This system provides robust in-transit visibility of 
what the DOD assets are and most of what commercial 
carrier assets are available f rom the commercial EDI 
aspect. With a robust infrastructure set up for ITV, we 
then apply a variety of tools that allow the command and 
control centers, as well as port managers, to see cargo 
coming in, see airplanes coming in, see ships and passen
gers coming in, and better plan daily activities based on 
this information. A variety of reports are available that 
enable one to find a specific commodity or a specific box 
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or container and go to it very quickly by calling up the 
transportation control number. 

For individuals who want to access the system, we 
have a distance learning tool that allows them to down
load onto their own system and learn how G T N can be 
applied in a very short period of time. It is a compact 
kind of training program. 

We also have customer services bases. G T N brings all 
kinds of information together; it does not create any 
information on its own. It brings information together 
and allows other people to use it. We also have a cus
tomer base that wants to pull information we have so 
they do not have to go to all those disparate systems 
throughout the world. They can come to GTN, pull the 
information out, and use it for their own purposes. The 
joint total asset visibility and the global command and 
control system common operating pictures are just a cou
ple of examples of systems that do that very well. 

We have also been able to take G T N to a higher level, 
to do things for customers so they do not have to be on 
the system for a long time. For example, if you have a 
report that you know is due every day that requires look
ing at all the port information, at the movement infor
mation of the day, you can request and schedule it to be 
e-mailed to you and sitting in your in-box at a specific 
time. You can pull it down, import it into a PowerPoint 
slide, and put it up in front of the boss within a matter of 
minutes. This type of technology savings helps our cus
tomers reduce their workload and do a better job in the 
primary tasks they perform and services they provide. 

We bring all this information together and allow our 
customers to use i t , but our customer base has a wide 
dimension to it. It is not only Joe Airman and the young 
transportation analyst who need to know what is going 
on for their specific lower level job, but it is also uni
versal enough to be used by the command and control 
centers in making global decisions based on how much 
infrastructure is at a port, how much flows or is routed 
through that port, whether it is moving in an appro
priate manner, and so for th . Decisions can be made 
about whether alternative facilities could provide a bet
ter flow-through, what is going to happen on the other 
end when all that cargo and all those passengers arrive, 
are they going to be able to f low out and get to their 
destinations—based on information readily available in 
G T N . The beauty of G T N resides in the fact that it is 
not a box that sits on your desk, with a lot of systems 
available through a client server. G T N is a totally web-
based system, so you can access G T N , pull up any kind 
of cargo information you needed by simply logging in 
and entering a password. If f lying military air, you can 
pull an itinerary and determine whether changes are 
needed for one reason or another. G T N has a wide 
variety of uses for the common user as well as for the 
generals and the big war planners in their logistics 

movement. We are very proud of how practical G T N 
has turned out to be. 

The real beauty behind G T N is how it brings in infor
mation and the redundancy of that information. When a 
transportation officer wants to move a box, it is put into 
a couple systems and that comprises the system's consol
idated freight management system. Al l those systems talk 
to other systems and the key is that all those systems 
update G T N on where that box is as it moves through 
the system. When the information comes in, it is filed on 
the primary key and all the trailer information is readily 
available. When G T N is queried on it, the system pulls up 
all that information together based on the original query. 

To give you an example, we had an exercise called 
Turbo-CADS 99. It was a munitions shipment from a vari
ety of locations throughout the United States, all moving 
by truck and rail, going to Sunnypoint, North Carolina. 
The idea was to see whether we could monitor the move
ment once the munitions left the depots and moved 
through the system. Once it got to the port, how was the 
information put into GTN? Could we follow it, monitor 
it, and manage it as it sailed to its destination in Korea? 
Various systems were used to provide information on the 
shipment to GTN as it flowed into the port. We took the 
information and were able to follow it through other sys
tems, through the worldwide port system and the Infor
mation Command Control and Communications system, 
and all the way through to its destination. G T N did 
extremely well in providing information on where muni
tions were throughout the process. 

We recognize that no system is perfect. Issues remain 
as to how information is put into the system—a lot is still 
done on paper. We want to automate things, because the 
more people we have putting information into systems 
by hand, the more opportunity there is for errors. How
ever, based on what was put into the system and what 
G T N provided to the customer making a query, G T N did 
extremely well in the munitions exercise. 

Where do we see ourselves in the future? With direct 
vendor deliveries and with our current system, we have 
a portion of what the overall defense transportation sys
tem movements are. We know what we control and we 
know how much of that information we have; this is 
what G T N really focuses on. Right now, I estimate we 
are 70 to 80 percent able to capture that information. 
However, not all the information on transportation is 
within DOD—a portion is direct vendor deliveries, con
tract logistics support, and local purchase. We need to 
capture more of that information to fully understand and 
perhaps improve our processes and transport flows. 

I wi l l give you two scenarios on direct vendor trans
actions. In the current system, when consumers want to 
order something, they have to go through the supply sys
tem, which goes through the depot, which ends up going 
to the commercial supplier, back to the depots, and then 
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back out to the customer who wil l use the product. What 
we want to do is allow the customer to go directly to the 
vendor and then have the vendor ship it directly to the 
customer. What we need to do is fol low the transaction 
electronically to make sure we capture all that data. We 
have to look at whether this is something worth going after. 

I wi l l give you an idea of how important it is to have 
this information. The amount of activity that falls into 
this category, and for which we are unable to get com
plete information, is estimated at $8.0 billion worth of 
activity and about $300 million worth of transportation 
assets to move it—a significant amount. We estimate this 
volume is going to double in the next 5 years and wi l l be 
a big chunk of our business as we go more and more to 
outsourcing certain aspects of our business. We know 
congress is trying to force us to go in that direction and 
we need to capture as much information as we can 
because this is going to be the wave of the future for us. 

We have created and wi l l be testing a model next week. 
We took one commodity—medical supplies—needed in a 
hospital in Germany and available from a pharmaceuti
cal company in Indianapolis. When the customer in Ger
many wants to order the medical supplies, they call the 
vendor in Indianapolis directly, prepare an electronic bill 
of lading, and contact their contract all-cargo air carrier 
to move the shipment from Indianapolis to Germany. The 
company in Indianapolis wi l l also send that electronic bill 
of lading to USTRANSCOM, which then provides the 
information to me for transmission to Mili tary Traffic 
Management Command ( M T M C ) , which handles the 
payment once the transaction is complete and the cargo 
has been delivered by carrier to the customer. M T M C wi l l 
handle payment to the vendor for the product delivered 
and to the carrier for transportation services provided. 
We at USTRANSCOM know the shipment status, when 
it is moved, and when it is delivered—we have visibility 
throughout the entire transaction. We are enthusiastic 
about this model, which wi l l be tested over a 2-month 
period. We wil l then make some operational adjustments 
and expand it to a variety of commodities. 

GTN is only as good as the data that go into it—we do 
not create the data. Therefore, one of our biggest issues 
with everyone, including us, is data quality. If we do not 
have good interfaces with the systems and if we do not 
provide a good foundation and good standards then, in 
essence, no matter how G T N is wired together, it is going 
to give you only what you put into i t — i f garbage goes in, 
garbage comes out. We need to come together with all the 
services and with the commercial sector to agree on stan
dard terminology. We need to have standard data ele
ments. We need to have standard bills of lading, so we all 
understand where we are going and what we are doing. 
There are a variety of organizations starting to get on that 
bandwagon to bring this all together. In our view, this 
effort needs to be stepped up, because we need this infor
mation and it would be easier to get if we could just agree 
on standards and terminology. 

For example, the defense shipper looks for and pro
vides to GTN information such as military standard and 
transportation movement procedures information, req
uisition numbers, transportation control numbers—the 
sorts of things we operate with on a daily basis. Direct 
vendor shippers have a totally different system and they 
look at different things—purchase order numbers, com
mercial bills of lading, reference numbers, and internal 
things—because they are all stovepiped. It w i l l help us 
tremendously to make G T N better in the future when 
standards come together and are put in a neat package. 

Automated information technology is going to be the 
wave of the future. Instead of us trying to hand G M infor
mation, we are going to give people smartcards that wi l l 
give us all the data. They swipe the smartcard and we get 
the information and can track the flow of the movement 
through the system. Standardization, accuracy, consis
tency, and reliability are going to enable GTN to take a 
monumental leap in having the capability needed to track 
forces, track requisitions, track assets, and so forth and 
wil l allow senior leaders to make important, accurate deci
sions about what is going on in the transportation flow. 
Thank you. 




